Inclusive and agile risk
management

Built for forerunners — by experts in risk management

inclus


https://inclus.com/en/

A background in complex crisis management

Inclus originates from a spin-off from CMI (Crisis Management Initiative - Martti Ahtisaari Peace Foundation)

CMI

MARTTI AHTISAARI
PEACE FOUNDATION

"Mikaeli Langinvainio is a highly valued colleague and active in his pursuit to develop
CMI:s methods with his innovative thinking and creative ideas. Juha Térménen has
shown real commitment and skill in developing CMI:s methods and tools. | warmly

recommend both of them for corresponding tasks.”

President Martti Ahtisaari
Nobel Laureate, Founder
CMI — Matrtti Ahtisaari Peace Foundation
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Inclus In brief

Global impact from the beginning

Inclus has a background in complex and sensitive peace
mediation processes conducted by Nobel Laureate and
President Martti Ahtisaari’s Crisis Management Initiative

Simplifying complex processes
On a mission to enable shared knowledge, analysis and
learning even in the most complex contexts

Forward-looking risk management technology
Continuously developing experience-based methods and technology
to facilitate truly inclusive, agile and intelligent risk management

A growing Software-as-a-Service company
Inclus is a fast-growing SaaS company headquartered in Finland

4

continents

100 000

users

20

Peace
processes
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The Inclus business imperative

Uncertainty everywhere

Staying on top of emerging
risks related to security,
supply, cyber and sustainability
and building a risk-aware
supportive culture.

©

Digital transformation

Technological advancements
enable faster and more
productive ways of working —
remote work requires
innovative digital solutions

Dynamic and real time
risk management

Leading global organizations

must apply new ways of risk
leadership
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The Inclus approach to risk management

Collaborative Intelligent Agile Real-time Visual
Harness wisdom of Enrich your Fast set up of new risk Dynamic real-time All risk outputs
the crowd, within and risk awareness processes and views on risks available in visual
outside of the and input with a lean way of in different levels views on any device
organization innovative Al operating them and parts of the

organization




Data collection = Identification

inclus i

Search or suggest:

Write your suggestion here Add suggestion

® Commercial Risks

Contract Commitment Risk.

Lack of relevant and/or reliable information about existing contract commitments may preclude decision makers from making informed decisions about potential incremental

commitments and may result in decisions that are not in the best interest of the company.

Pricing Risk.
Lack of relevant and/or reliable information supporting pricing decisions may result in unprofitable contractual arrangements.

Customer Satisfaction Risk.
The company's processes do not consistently meet or exceed customer expectations potentially impacting future earnings potential.

Product Development Risk.
The company's product development processes (testing, change control and development methodology) result in the creation of products that customers do not want, are
unnecessarily late in reaching the market, or lack integrity.

Add suggestion

® Technology risks

Unauthorized Use Risk.
The company's physical, financial, or information assets are used for unauthorized or unethical purposes by employees or others.

Production Change Control.
The company's technology controls are ineffective in ensuring only approved application programs are loaded into the production environment in accordance with the
intentions of management.

Prioritize risks by engaging your
stakeholder

Gather risk input (flagging and commenting)
and enable risk dialogue

Ensure that all risks are considered by
gathering suggestions

=2 O

Easy setup and a simple user interface
allowing remote engagement on any device

A W DN B
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Data collection — Assessment

Product Development Risk.

The company’s product development processes (testing, change control and development methodology) result in the creation of products that customers do not want,
are unnecessarily late in reaching the market, or lack integrity.

Easily configured assessment criterias
Likelihood Clear answer
Fast and easy engagement of your
participants

Very unlikely Unlikely Uncertain Likely Almost certain

A
Can you explain?

Add background groups to enable group-
specific assessments.

Impact Clear answer

Very low Low Medium High Very high
. A
Suggest a task

Setup automated recurring assessments
and reminders

A W NP

Level of risk risk control / treatment

Highly Insufficient Decent / meets Good / can be Excellent
insufficient / the minimum improved
non-existent requirements
® Technology risks
Identity Management.

The company'’s access controls are not effective in preventing inappropriate access to data or systems.
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Data visualization — Risk Management
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Data visualization — Risk Management
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Risks with tasks
30% 21/69 risks
‘ Risks with incomplete tasks
23% 16/69 risks

Risks with tasks that link to criterion

Likelihood
1% 1/69 risks
1
Opportunities
0% 0/69 risks
1
0% Level of risk controls

0/69 risks

Risks with tasks that are tagged

Risk transfer
3% 2/69 risks

- o- o-

Risks with all tasks completed

6% 4/69 risks
L J
Impact
4% 3/69 risks
1
Vulnerability
0% 0/69 risks
1
Parameter (hard data)
0% 0/69 risks
L]
Urgent
3% 2/69 risks
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Data visualization — Scenario Planning
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Data visualization — Cross-Impact
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Task Management

inclusum

Task statistics
«+ Total tasks: 36
« Past deadline: 13 (36%)
« Completed: 8 (22%)
« On Hold: 1 (3%)

Risks Tasks

() ® #21 Application & Product

Offering. @O -+ &
() @ #57 Availability Risk. @
+ &

A Classification: Impor...
v Classfication: Handl...

(J @ #31 Unauthorized Use Risk.

A Classification: Impor...
() ® #56 Access Risk. @
+ &

& Classification: Critic...

® #50 Regulatory Compliance
Risk + @

® #56 Access Risk. @
+ @
A Classification: Critic...
() ® #2 Data Exposure Risk. @
A Classification: Impor...
[ @ #50 Cash Flow Risk. @

+ &

A Task

#1 Update the application base for
developpers

#2 Conduct review on the site
Risk transfer

#3 Ensure authorization process
Urgent

#4 Set two factor authentication to
server Y

#5 Share the new quidance for
partners

#6 Review data protection act

#7 Strenghten server capacity

#8 Control measure A is in place

5

Past deadline (13)

Responsible person

Responsible person '/

On Hold (1)

Sm- ©- @ O-

Completed (8)

Working on it (1)

Not started (13)

Deadline
Starting date
Deadline '/

Sep 30,2022

Nov 9, 2021

Nov 10,2021

0Oct 26, 2022 -
Dec 1,2022

Dec 28,2021

() Show risks with no tasks

Status

g

Completed

Completed

Completed
Completed

Not started

Completed
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[lipata Exposure Risk.
#7 Strenghten server capacity
#34Task 3
#29 Product portfolio analysis
#12 Suggestion

[lcatastrophic Loss Risk.
#17 Mitigate the risk

[lRisk Management Risk.
#33 Risk mitigation control ABCD
#27 Task proposal

Industr Risk - C. L
actions of competitors in the market threaten the
[company's competitive position.

#16 Be more original

Risk - D.
changes in the market threaten the company's
competitive position.

#9 Task
[lintegration Risk.
#14 Suggestion for an action
[lReputation Risk.
#32 Task
[l Application & Product Offering.
#11 Task 2
#13 Task
#1 Update the application base for developpers

#35 Identify potential risks and develop mitigation plans
for those risks

[ unauthorized Use Risk.
#3 Ensure authorization process
#19 Task 2
#31 Monitor employee access to restricted resources
#36 Implement user authentication protocols
[ organization Structure Risk.
#22 Task 1
#26 Acquire an insurance

2021 2021 2022 2022 2022 2022
Nov Dec Jan Feb Mar Apr

Not started

Not started

Not started

Not started

[ Completed

Working on it
Not started

2022
May

[
+~B
2022 2022 2022 2022 2022 2022 2022 2023 2023 2023 2023 2023 2023
Jun Jul Aug Sep Oct Nov Dec Jan Feb Mar Apr May Jun
I V/orking on it (Past deadline)
Not started
Not started
Not started
[ Corpleted
I ot started (Past deadline)
I Corpleted
R /orking on it (Past deadline)
I Vot started (Past deadline)
I completed
Not started
I ot started (Past deadline)
I ot started (Past deadline)
N ot started (Past deadline)

ll’lm E'ﬁd.nﬂlEffI:an“l[Pllﬁ:rmim Risk -
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Inclus — Building Common Understanding

Visit www.inclus.com

Mikaeli Langinvainio

"I’'m passionate about collaborative risk management. CEO

i i i Inclus Ltd.
Do re_:ach?ut with any idea or process to brainstorm Nl 258 40 83 73 040
solutions. miki@inclus.com
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